
Relevant Excerpts from the Performance and Risk Management Policy 

agreed in February 2019 
 

 

Section 4.4 - Principles 
 

Risk Management 

Risks are defined in relation to the organisation’s ability to achieve its stated 
priorities and underlying goals in the business plan. Strategic Risks will be managed 
at the corporate level. 

 

Risks will be owned and managed in service areas and, through a process of defined 
escalation, reported at a corporate level.  
 

 

Section 7 – Risk Management Process 
 

Monitoring, managing and responding to risks are pre-requisites if we are to have 

confidence in delivering our business plan priorities or to continue to improve our 

services.  

 

The risk management process is a cyclical process. The Council’s approach to the 

assessment of risk is set out in the guidance available on the performance and risk 

management area of SharePoint.  

 

Risk assessment is a planned and systematic process starting with the defined 

outcomes. 

• Identifying the events that can have an impact on achieving outcomes; 

• Analysing and evaluating the potential likelihood and impact of the risk; 

• Planning response including: identifying and taking appropriate actions to 

mitigate the risk; 



• Proactively monitoring, reviewing, communicating and responding to risks on 

a regular basis. 

The assessment methodology is appropriate for use in service assessments, business 

cases, programmes, projects, partnerships and developing contracting / procurement 

exercises in supporting identification of risks and mitigating actions. 

 

Risk management requires an assessment of the response to a risk. In some 

circumstances, it is appropriate to tolerate the risk as it is rather than spend 

resources attempting to mitigate that risk further. 

 

The risk management assessments will be held as linked-to detailed risk action plans 

where appropriate.  

 

Risk appetite is the amount and type of risk that the council is willing to take in order 

to achieve its strategic priorities. A risk appetite will be set for each of the major 

category of risk. This will be approved by CLT and reviewed on an annual basis. 

 

All service risks will be recorded on service risk registers. These registers are held 

centrally and used to combine and report risk. Risk registers are living documents 

and therefore must be reviewed regularly and amended as appropriate. The risk 

registers are to be monitored at least quarterly, unless a significant event has 

occurred that warrants early updating and exception reporting.  

 

Risks do not remain static, so regular reports on the Council’s risks are essential for 

keeping all stakeholders informed of the changing conditions, our past performance 

in dealing with risk and our plans for dealing with future risks. This can help ensure 
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that any serious risk is effectively managed and promptly drawn to the attention of 

the relevant level of management. 

 

Risk across the council will be reported quarterly to CLT and Cabinet in the form of a 

strategic risk register (SRR). This risk register will combine significant service risks and 

corporate composite risks. Other risk will be reported by exception. 

 

Service, project and directorate risk registers will be used to understand and manage 

risks at all levels of the council. 

 

Support for services in identifying, quantifying, assessing and managing risks will be 

available from the corporate Performance and Risk team. 
 


